Position : Managerlnhfﬁatiﬁnftyber Security

Develop, implement, and maintain information security policies, procedures, and cyber security frame
Communicate information security requirements o management and coordinate with other functions
and treat cyber-related risks.

Participate in the evaluatio lection, and management of security products.

Plan and conduct security =ment =ctivities and establish clear and measurable information and Cy
strategic plans.

Liaise with external and internal reviewers for independent security reviews, penetration testing, and t
related audits.

Implement monitoring capakilities for the security incident management process.

Lead the development and delivery of measures and metrics to assess and improve the information s
posture, reporting to the Board and Management committees on cyber security matters.

gduate degree, preferably in Computer Sdence, Telecommunication, Information
curity, or MIs
rs of expernience in Information Security, Technology Governance, IT Audit, or IT
Security
Hands-on experience in establishing informationfoyber security policies, procedures, an
frameworks, induding risk assessments and managing a Security Operations Center (SO
Certifications/training in CISA, CISM, CISSP. OSCP. CEH, CHFI, 150 27000, (63”, MIST

cybersecurity framework 4
¥ HKarachi

Please send your resume to:
careers@ tplcorp.com

AL TPL, we are an equal opportunity employer and we do not discriminate on the
basis of race, gender, colour, religlon, age, and disability.



